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Abstract
Design and development of a novel biometric iris authentication process mechanism for security applications is presented 
in this paper. We know that biometrics is one of the important identification and authentication technique for human be-
ings. There are various methods of identification such as finger print, thumb, palm, hand, password, signature, iris, retina, 
cornea, iris, face, etc. In our work, we are going to present the identification and the authentication of any human being 
using the IRIS from the image processing point of view. Simulations are performed in Matlab and the simulation results 
shows the effectiveness of the methodology that is being adopted. Objectives: The main objective of this paper is to design 
and develop a novel biometric iris authentication process mechanism for security applications in the image processing 
field. Methods/Statistical Analysis: Matlab is used in this paper to develop the code and do the identification purposes. 
Findings: In this paper, the biometric authentication of the human being is developed to find the identification of the same. 
Application/Improvements: The work finds a lot of applications in the biomedical engineering field. 

*Author for correspondence

1.  Introduction to Biometric 
Technology

We all know that biometrics is one of the important meth-
ods of identification and authentication of human beings, 
i.e., to identify the human beings, whether it is a male 
human being or a female human being. There are differ-
ent methods of human biometric identification concepts, 
viz., some of them are iris recognition, finger print iden-
tification, concept of palm recognition, the concept of 
retina scan, the modal signature identification, the pho-
tographic identification, finger print scans, like this there 
are innumerable methodologies in the identification pro-
cess in the current world scenario. We are considering the 
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iris recognition in our research work as this is the base for 
starting any research1. 

2.  Motivation of the Research 
Work

Something you protect for security, might be lost, some-
thing you definitely know like passwords or stick, might 
be speculated, or overlooked. Biometrics offer a chance 
to those techniques, or they can really be considered as 
a part of the total (multimodal) Figures. Fingerprints, 
which may be generally utilized, can be fashioned 
(sticky palms). The face changes over a time span, in 
spite of the lovely calculations confront notoriety (for 
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faces taken three hundred and sixty-five days separated) 
has blunder costs of around forty-three to 50%. Hand 
geometry is not uncommon adequate for use in gigan-
tic scale applications and written by hand marks can 
be strong. Some of the biometric identifiers have issues 
with replay attacks, for instance fingerprints. The inspi-
ration for the proposed inquire about work is recorded 
as takes after: Detecting the iris can be considered as one 
of the maximum correct and at ease manner of biomet-
ric identity and authentication while also being one of 
the least invasive2.

•	 The iris has the particular normal for next to no varia-
tion over an existence’s length yet a wreck of variety 
among individuals. 

•	 Irises not just best vary between square with twins, 
however likewise among the left and legitimate 
eye, even DNA isn’t exact among indistinguishable 
twins. 

•	 Due to the majority of levels of flexibility the iris offers 
and the possibility to precisely gauge the finished iris, 
the false take conveyance of risk might be evaluated at 
1 of every 10. 

•	 Most of the right now sent business calculations for 
iris acknowledgment (by utilizing john Daugman) 
have a thoroughly low fake engaging quality rate when 
contrasted with the option biometric identifiers. 

•	 Replay strikes with the iris biometric can checked by 
identifying the liveness of the eye. 

•	 The student changes its size while gentle is shone into 
the consideration. The calculations are fit for measure 
this variety in student estimate. 

•	 The strategy for taking photos of the iris photograph 
isn’t meddlesome. 

•	 Iris pictures might be PC coordinated additional 
suitably than a face photo, and it’s expressed that iris 
acknowledgment is additional right than some other 
biometric technique.

3. Scope of the Research Work
Biometrics recognizable proof and verification has wide 
assortments of utilizations in the day by day life. Biometrics 
can be utilized as a part of check and in distinguishing 
proof mode. In recognizable proof mode, biometric test is 
taken for facilitate acknowledgment reason and in check 
mode the biometric framework is utilized to verify the 
client’s uniqueness. In this venture Iris acknowledgment 

framework is considered as on the main identification 
concept for the detection of any human being. The block 
diagram is shown in Figure 1. The real extent of the pro-
posed extend is chiefly3.

•	 To develop an algorithm to overcome the security and 
authentication problems faced in many fields1.

•	 The proposed iris system for at ease authentication 
seem to work properly with all eyes photo size2.

•	 To improve the commonly used algorithms perfor-
mances3.

4. Proposed Work Block-diagram
The proposed block diagram for the iris authentication 
process is shown in the Figure 1.

 

Figure 1. General biometric authentication process.

5.  Objectives of the Research 
Work

The principle objective of the proposed challenge is to 
vanquish the troubles situated in going before works. 
Downsides of current calculations that are thought to be 
more prominent indispensable are chosen and work has 
been executed to vanquish them. The principle focuses of 
the proposed work are recorded as takes after in the form 
of a flow diagram A and B4. 

The biometric confirmation handle is appeared in the 
Figure 2 as a piece chart, which is being proposed by us 
and it is a security technique that depends on the exact 
natural attributes of a person to check that he’s who is says 
he’s. Biometric verification frameworks assess a biometric 
records catch to put away, affirmed honest to goodness 
records in a database. In the event that the two examples 
of the biometric insights in matches, confirmation is 
affirmed. For the most part, biometric confirmation is uti-
lized to oversee access to substantial and advanced assets, 
for example, homes, rooms and processing contraptions. 
The square graph itself delineates the different procedure 
required in the biometric plan4.
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Figure 2. Flow diagram of the biometric authentication 
process.

6. Conclusion
In this research paper, a small conceptual perspective of 
the biometric reviews is presented in greater detail along 
with the general block diagram. Different creators who 
had taken a shot at the important subject is additionally 

being exhibited. The investigation work that is endeav-
ored by us under the bearing of my research supervisoris 
definitely expected to make very good biomedical bio-
metric picture planning estimations for the ID of people 
through the I-R-I-S part of any human beings. Finally, 
the paper was organized in a systematic manner. A brief 
introduction was given in the section I, followed by the 
motivation for doing the research work in the section II. 
This was followed by the scope of the research work in 
the section III. A brief block diagram of the proposed 
research work was presented in the section IV, which 
was followed by the objectives of the research work in 
section V. At the end, the conclusion is presented, which 
concludes the paper4. 

7. References
1. Wildes RP. Iris recognition: An emerging biometric tech-

nology. Proceedings of the IEEE. 1997; 85(9):1348 –63. 
Crossref

2. Zhou Z, Du YZ, Belcher C. Transforming traditional iris 
recognition systems to work in non-ideal situations. IEEE 
Transactions on Industrial Electronics. 2009; 56(8):3203–
13. Crossref

3. Ross A. Iris recognition: The path forward. Computers. 
2010; 43(2):30–5. Crossref

4. Hollingsworth K, Peters T, Bowyer KW, Flynn PJ. Iris rec-
ognition using signal-level fusion of frames from video. 
IEEE Transactions on Information Forensics and Security. 
2009; 4(4):837–48. Crossref

https://doi.org/10.1109/5.628669
https://doi.org/10.1109/TIE.2009.2024653
https://doi.org/10.1109/MC.2010.44
https://doi.org/10.1109/TIFS.2009.2033759

